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Abstract

In today’s world the sheer amount and increasing range of unlicensed practices by injecting malicious programs,
hackers are able to gain forbidden access to the devices and private information. Fortunately, the businesses who
frame up the web world and therefore the security professionals that support them have their own set of repositories to
retaliate. The basic idea behind source code obfuscation is to alter the computer programs in order to cover their
delicate information while retaining their original functionality. The objective of the proposed method is to keep the
code basic, without any crucial changes, here the invader will be unable to recognize the difference between the
original code and the obfuscated code, and also, the code will be well obfuscated. Results evaluate that to what scale
the code obfuscation is in a position to form attacks harder to be performed and disclose that obfuscation can attenuate
the result of things which will alter the odds of a successful attack.
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